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Introduction 
 
As more and more cameras are deployed with megapixel resolution in main stream 
surveillance systems, performance and scalability of the video surveillance management 
system and the video retention platform have also grown increasingly important. Both the 
video management system and the retention platform (including storage) need to be 
sufficiently powerful and efficient to guarantee that frames from the cameras are all 
properly recorded to the storage system, without risk of video loss. 
 
Avigilon (“The Best Evidence”) provides award-winning, high definition network video 
management software. 
 
The integrated solution to this challenge that is presented in this whitepaper consists of 
Avigilon Control Center video management software and an Intransa video storage 
platform.   Avigilon is known for its advanced high definition video management. The 
combination of Avigilon and Intransa offers a unique opportunity for organizations to 
deploy a cost effective, reliable, and scalable high definition IP video solution. 
 
This whitepaper is intended to be used as a reference for configuration. It is designed for 
security system administrators and security practitioners who are exploring the use of IP 
for their video surveillance applications. 
 

Avigilon Advantages 

 
The Avigilon High Definition Surveillance System consists of Avigilon Control Center, 
Avigilon HD IP cameras & Analog Video Encoders. Control Center Software is the 
award winning high definition network video management solution that offers the best 
image quality and longest record times.  Available as stand-alone software for use on an 
Intransa SR series server or on an Avigilon NVR, Avigilon Control Center is a secure 
distributed network platform with enterprise class reliability for capturing, managing, and 
storing high definition multimegapixel surveillance video while efficiently managing 
bandwidth and storage. 
 
Avigilon Control Center supports the broadest range of multi-megapixel IP cameras, 
from 1 to 16 megapixels, as well as conventional analog cameras. It provides the extra 
protection that only the industry’s leading high definition surveillance solution can 
deliver while leveraging existing security investments. 
 
Designed from the ground up by security professionals, Avigilon Control Center takes 
advantage of the Windows XP/2003 server, has a powerful yet easy to use interface that 
allows operators to efficiently evaluate and respond to events with minimal training.  
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Intransa Video Surveillance Technology Integrated with 
Avigilon 
 
Intransa is the leader in simple, powerful and affordable video surveillance platforms for 
physical security.  
 
Intransa Technology Used in this Integrated Solution with Avigilon 

 
The Avigilon control center client runs on an Intransa WS01 workstation. 
 
The Avigilon NVR application runs on an Intransa SR850 server. 
 
All video storage is provided by an Intransa VA200st storage appliance equipped with 
patented Video Data Management & Retention™ (VDMR) technology.  The technology 
includes a software component (the StorStac I/O Engine and the Video Storage 
Administrator graphical user interface or GUI) and the underlying Intransa hardware 
system for video retention.  Video surveillance optimization (VSOP) built into the 
VMDR technology improves performance and reduces overall storage requirements. 
 
The VA200st storage appliance can scale from 2 to 80TB of RAID 5/6 protected, hot-
swap disk drives and power supplies which eliminate the risk of lost video and ensure 
non-stop recording and playback. 
 

Integrated Solution Components 
 
The security solution presented in this application note consists of multiple IP cameras, 
Avigilon Control Center Software, and Intransa Video Surveillance technology. 
 
The specific configuration tested is shown below in Figure 1. 
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Figure 1: �etwork Topology       

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
Avigilon Control Center Server  

� Intransa SR860 server with Intel® Quad-Core Xeon® 2.33GHz 
with 6GB RAM memory 

� Windows Server 2003 SP1 / Microsoft iSCSI initiator version 2.07 
� Avigilon Control Center Server 3.8.2.2 

 
Avigilon Control Center Workstation 

• WS01 (1) Intel® Core 2 Quad 2.66GHz with 4GB RAM and 
500GB disk 

• Avigilon Control Center AvigilonControlCenterClient-3.8.2.2 
 

Intransa Video Storage Platform 

• Intransa VideoAppliance™ VA200st server appliance 
• Intransa Video Data Management & Retention™ (VDMR) 

technology including Video Storage Administrator GUI, Video 
Surveillance Optimization (VSOP), RAID 5/6 data protection 

 

Cameras 

• Avigilon 2.0MP-HD-PRO-C 
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• Avigilon 3.0MP-HD-C 
• Avigilon 4.2MP-HD-PRO-C 
• Avigilon 11MP-HD-PRO-C 
• Avigilon 16MP-HD-PRO-C 

 
�etwork Switches 

• Linksys SRW2008MP 8 ports POE gigabit switch 
 

 

Setup Steps 

 
To setup the video recording system: 

1. Prepare 	VR hardware system and networking configuration 

2. Intransa video retention system configuration 

3. 	VR storage configuration 

4. Avigilon server configuration from Control Center Server 

5. Avigilon recording configuration from Control Center Client 

 
 
Preparing the NVR System 

NVR Hardware Pre-Configuration 

 
In this solution, an Intransa SR860 rack mountable server is used as the NVR server 
platform for running the Avigilon Control Center Server software.  The SR860 replaces 
commodity, IT servers which are not designed for physical security needs. 
 
One Intel Pro/1000 MT dual-ports network adapter (Network Interface Card or NIC) was 
installed in the SR860 to manage iSCSI traffic.   Again, other COTS-compliant NICs 
could have been selected as needed. 
 
The NIC adapter:  

• Assigns an IP address /subnet for each port on the adapter 

• Enables the jumbo frame function to be supported 

 
With the jumbo frames feature enabled, the NVR can support more cameras with the 
same CPU resources. By default, most NICs (network interface cards) have TCP offload 
capabilities.  
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Network Preparation 

 
Multiple COTS type data switches are suitable for this use, not restricted to any one 
vendor. However, models with jumbo frames are recommended. 
 
1. Enable jumbo frames on the NVR running on the SR860 server, the VA200st storage 
appliance and the switch. 
 
On the VA100st, enable jumbo frames as shown in Figure 2 below. 
 

 
Figure 2: Enable Jumbo Frame support 
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Click “yes” to confirm the jumbo frame settings.  
 
 
To verify if you already have jumbo frames set: 
 

 
 
2. Enable Flow control on the switch: You can verify this with the following commands. 
 
StorStac> debug shell 
root@controller:/opt/internal:Debug> ethtool -a eth2 
Pause parameters for eth2: 
Autonegotiate:  on 
RX:             on 
TX:             on 
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NVR iSCSI Driver Installation 

 
Many NVR platforms come preloaded with the iSCSI (or IP) networking protocol.  
Download and install the free iSCSI (Internet SCSI, the protocol that allows disk reads 
and writes over the IP network protocol) initiator from Microsoft if it has not been 
installed on the Intransa SR860 in advance. 
 
Select the MPIO (Microsoft Multipath I/O Driver, for multiple reads and writes or I/Os in 
IT terms) option during installation.  This will enable the NVR to have multiple paths to 
the storage system for path redundancy and better performance. Two 1GbE ports from 
the Intel PRO1000 NIC are used for the iSCSI connection for a redundant configuration, 
taking advantage of MPIO.  
 
MPIO not only offers high availability but also increases the performance. If one link 
between the NVR on the SR860 and the VA200st storage appliance is down, reads and 
writes (known as “IOs” for “input/output operations” in IT terms) will be redirected to 
the second link automatically. The free MPIO driver is available for Windows server 
2000/2003/2008 platforms. 
 
To access the storage device using iSCSI, click the “iSCSI Initiator” icon located on 
desktop. You can also find this icon in the Control Panel.   Figure 3 below shows the 
different commands available in the ‘iSCSI Initiator’. 
                            

Figure 3 iSCSI Initiator Properties 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
Please note that you will need to remember the “Initiator Node Name” circled above in 
figure 3 for later usage.  
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This is required for the assignment of a storage volume for retention to the proper NVRs 
during storage provisioning as “Initiator Node Name” is used as the key to identify NVR.   
 
Select the “Discovery” tab circled in Figure 3A below, then select “Add IP address or 
DNS name” and use “3260” as the default iSCSI port number.   
 
“IP address or DNS name” is “iSCSI IP Address”, located on Intransa video surveillance 
data management and retention platform and its underlying storage.  This is the virtual 
iSCSI IP address. 
 
Figure 3A/3B shows how to enter the “Discovery” IP address. When finished, move to 
the “Target” tab. 

 

Figure 3A/3B/3C: iSCSI “Discovery” phase configuration 

 

 
 
 
Next, select the “Targets” tab, circled above, to check on the availability of volumes.   
 
Finally, select the “Refresh” button. This step will force the Intransa storage system to 
create/log this initiator so you don’t have to create it manually. 
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Intransa Video Surveillance Data Management & Retention™ 
System Configurations 

 
On the VA200st, log in to the Intransa VSA-StorStac graphical user interface (GUI) 
screen by clicking the icon located on your desktop as shown in Figure 4.  
             

Figure 4  Intransa Login Window 

 

   
 
 
Once you have logged in, you will see Intransa VSA Management GUI as shown on 
Figure 5.  
 
Select the name of the realm (or file system) “myrealm”, and you will find all the 
properties about this realm.  
 
One of the properties is “iSCSI IP address” as we discussed earlier (as circled in Figure 
3B). This is the IP address that iSCSI initiators/NVRs need to use for discovery of 
available retention resources and to log in. 
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Figure 5   Intransa VSA-StorStac Main Window 

 

 
 
 
To create a volume for use by the NVR software, you can use the Intransa VSA-Volume 
Creation Wizard shown following in Figure 6.    
 
To start, right click on “All Volumes” and then select “New Volume”. There are 4 steps 
to create a volume as shown in Figure 6.  
 
Step 1 is to provide “Volume name”, “Volume policy”, and “Volume size”.  
 
If you know the number of cameras and camera properties, you can also use the build-in 
Intransa VSA-GUI (graphical user interface)  to calculate requirements and create 
volumes.  
 
Step 2 is to create the volume and disk placement policy, and is followed by step 3 which 
will ask which NVRs to allow access this volume.  
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This final step is to confirm that everything has been set correctly. 
 

 

 

Figure 6 Intransa VSA-Volume Creation Wizard 
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Complete the volume creation process as shown in Figure 7.  It summarizes all of the 
properties about the volume just created.  
 
Right click the name of the volume (highlighted in left panel) to activate a list of 
functions that can be performed on this volume.  These include expanding, cloning, 
snapshot, replication, and view performance throughput, IOPS (input/output operations or 
reads and writes in security terms), latency, etc.   
 
Due to the flexibility of the Intransa solution, many of these are IT functions for expert 
users, and made available as options but are not required to be used.  They are used 
primarily when IT is participating in the operation and support of the video surveillance 
system.  They are not typically used or required by security practitioners and system 
operators. 
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Figure 7: Volume summary 

 

 
 
The volume is now fully ready for use and you can go back to the NVR software and use 
this volume for retention and playback of video recording.   
 
You can also choose at this point to set up additional volumes, as needed. 
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NVR Storage Configurations 

 
We will create an NTFS file system using the volume just created.  
 
To see the volume, open “iSCSI initiator” and select the “Targets” tab.  Next, click 
“Refresh” as shown in Figure 8.   
 
You will see the volume that just created ("jds" in this example).  Highlight the target you 
wish, and then click “Log on”.  
 
Check the boxes that say “automatically restore” as well as “Enable multi-path”. 
 
 Click “OK” if you don’t want to configure multipath/security or move to the 
“Advanced” settings to configure Multipath and CHAP (CHAP is an IT security protocol, 
an acronym for “Challenge Handshake Authentication Protocol”.  Some organizations 
may require IP networks to use CHAP for security protection.) for authentication.  
 
Select “Microsoft iSCSI initiator” for “Local adapter”, then enter the IP address of one of 
NIC ports used for iSCSI traffic and that are to be selected as the “Source IP”.  Finally, 
select Intransa “iSCSI IP address” as the “Target Portal”.  
 
Finish by clicking OK. 
 

Figure 8: Configuring iSCSI log on to iSCSI target 

 

 
 
The target is now connected via one of the NIC ports.  
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We  can log in again, using the second port on the NVR, to configure the multipath. To 
do this, click on “Log On” again after highlighting the connection as shown in Figure 9.   
 
Notice that we logged in using the “192.168.0.44” interface first time, and we will login 
using the second interface “192.168.0.45” to establish path redundancy. This helps 
protect the NVR system from video and frame loss in the event of any hardware issues. 

 

Figure 9: Configuring iSCSI log on to iSCSI target for multipath 

 

 
 
We have now completed the connection between the NVR and the storage.  
 
You can now verify and edit the connections.  
 
Click “Details” on the “Targets” tab, and both of the two paths will be displayed as 
shown in Figure 10.  
 
You can also review the MPIO policy by clicking “Advanced” tab.  
 
“Fail over only” is the default policy Intransa support. 
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Figure 10: iSCSI connection properties and MPIO policy configuration 

 

 
 
Next, we will move on to formatting the disk capacity for video retention and playback. 
 
When you open “Computer Management” (see Figure 11) by following the steps of 
“Start” –“My Computer”, “Manage” and then click on “Disk Management”, you will see 
the volume that we just logged into.  It is presented as “Disk 1” as shown in Figure 11.  
 
We will format it as “NTFS” (New Technology File System, the standard file system of 
Windows NT and later operating systems). 
 
Because video surveillance deals with huge amount of videos, it is very common to have 
a NTFS file system size that is much bigger than 2TB (2 terabytes or 2,000GB).    
 
However, to handle a volume size more than 2TB, you will need to use a function called 
“GPT” instead of the more common “MBR” (Master Boot Record). GPT stands for 
“Globally Unique Identifier” or “GUID” partition table.  GPT provides a more flexible 
mechanism for partitioning disks than does MBR.  Both are included in the operating 
system. 
 
You can convert between GPT and MBR as needed. Right click on “Disk Name” (disk 1) 
and select “Convert to GPT Disk” as shown in Figure 11.  
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Figure 11: Computer Management and converting disk from MBR to GPT 

 

 
 
For performance optimization, we recommend that you also align the NTFS file system 
to the storage system using diskpart, a Microsoft command for “disk partition”. 
 
C:\Documents and Settings\Administrator>diskpart 

Microsoft DiskPart version 5.2.3790.1830 
Copyright (C) 1999-2001 Microsoft Corporation. 
On computer: NVR1 
DISKPART> list disk 
  Disk ###  Status      Size     Free     Dyn  Gpt 
  --------  ----------  -------  -------  ---  --- 
  Disk 0    Online        74 GB      0 B 
  Disk 1    Online      1500 GB  1500 GB 
DISKPART> select disk 1 
Disk 1 is now the selected disk. 
DISKPART> create partition primary align=64 
DiskPart succeeded in creating the specified partition. 

DISKPART> exit 
 
Next, assign the drive letter and then format it using the 64KB allocation unit size as 
shown in Figure 12.  Do this by right clicking on the partition and select “format”. 
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Figure 12: Disk Manager; to format disk to �TFS file system 

 

 
 
Complete the wizard, and the NFTS file system is ready to go.  You can now point NVR 
applications to this directory for recording and playing back video.            

Avigilon Server Configuration 
 
Download the Avigilon Control Center application from www.avigilon.com, and install 
server software on the Intransa SR860 server, and the Avigilon client software on the 
Intransa WS01 workstation.  
 
The installation is straightforward and easy to follow on screen.  Once completed, you 
should see four icons on your desktop.  Click “Avigilon Control Center Server”.  
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Next, click “Manage Storage” for storage configurations. 
 
The following uses a single drive letter (G:\) for both configuration data and video data in 
the example. 
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Multiple drive letters can be used to store Image volumes to increase performance as well 
as available capacity.  
 

 
 
You will need to plan backup for storage expansion, as this will require you to reset the 
data. 
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www.intransa.com – Intransa, the VideoAppliance Company®  24 
 

Avigilon Recording Configuration 
 
All the cameras and recording functionalities are easily configured from the client on the 
WS01.  
 
Launch the Control Center Client application from the client system. 
 

 
 
Once connected, you can drag and drop the corresponding cameras to the view. 
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To configure NVR recording parameters, right click the name of the NVR (NVR1 in this 
example). 
 

 
 
 
One of the very unique features is NVR data aging capability by clicking “recording and 
bandwidth”.  
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Three data storage rules are defined: Full image rate, Half image rate and Quarter image 
rate. This auto data aging capability can significantly reduce the storage usage without 
impacting data availability. 
 

 
 
 
For each camera configuration, right click on the name of the cameras. 
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To play back recorded video, moved to the recorded panel from the client application. 
 



 

www.intransa.com – Intransa, the VideoAppliance Company®  28 
 

 
 

Performance Evaluation Results 

I/O Workload 

 
The input/output or I/O workload data can be collected through the Windows 
performance monitor, or by using Ethereal (www.wireshark.com) to capture the network 
I/O (input/output) trace.  This is an advantage of using IP for video retention and 
playback.  
 
As an example, the figure following below shows the captured IO trace using the 
Windows performance monitor. 
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Not that: 

• Most I/Os (inputs/outputs) are writes, less than 1% of I/Os are reads . This 
is typical of  most video surveillance deployments that mostly record 
video (write data) rather than play it back (reads) 

• I/O request size is quite big per request 
 

Performance Results 

 
For a video retention performance evaluation, every frame is configured to be recorded.  
 
As an example, figure 28 following below shows network link utilization for a scenario 
that includes 8 megapixel cameras, each of which is set to record every frame. 
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Figure 28 �etwork Utilization  
 

 
 
System throughput and performance can also be monitored through the performance 
monitor in the Intransa VSA-StorStac Manager.   This monitoring can be performed at 
the PCU,   LUN (file volume used by the NVR) and individual disk levels.  
 
A single 4 disk RAID 5 file volume can support 30MBps (Megabytes per second) of 
effective throughput for the cameras.  In comparison, a single 7 disk RAID 5 file volume 
can support 50MBps.  
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Summary and Conclusions 
 
In this paper, we have reviewed the many parameters you can manage and control with a 
joint video surveillance solution provided by Avigilon Video Management Software and 
Intransa physical security systems for physical security. 
 
This integrated solution is easy to install and operate, offers end users industry leading 
high definition HD performance and scalability, and eliminates the risk of lost video 
while reducing surveillance costs.  
 
As additional capacity is required, it can be added to the system without re-cabling or 
halting recording and playback.   
 
For small through to large applications requiring megapixel resolution, higher frame rates 
and large numbers of cameras, this is a very unique solution and to be highly 
recommended. 
 

www.aviligon.com      www.intransa.com 
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For More Information 
 
Intransa VideoAppliance™ is often chosen for use as a Smart CCTV DVR Upgrade since 
it installs easily in just a few minutes, and enables unattended operation while adding 
additional features, capabilities and video storage capacity yet cuts cost.  
 
The complete Intransa VideoAppliance™ family meets a wide range of needs for 
physical security.  It’s why we were named “2009 	ew Product of the Year” at ASIS 
International in Anaheim, California.  And it’s why you should remember Intransa, the 
VideoAppliance Company® for your next physical security project. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
To learn more, please contact Intransa or an authorized dealer or integrator today. 
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